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Data Spaces Business Alliance (DSBA): joining forces
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BDVA, FIWARE, GAIA-X and IDSA launched 
the Data Spaces Business Alliance (DSBA)
to accelerate Business Transformation in 
the Data Economy (Sep 23rd, 2021)

• One voice and a common framework to make 
interoperable Data Spaces happen;

• Together, the Alliance’s founding organisations 
represent 1,000+ leading key industry players;

• With its combined cross-industry expertise, 
resources and know-how, the Alliance drives 
awareness and rely on more than 100 Hubs for 
dissemination

• Technical Convergence discussions towards 
common reference technology framework for 
creation of Data Spaces:

○ Agile approach based on delivery of subsequent 

versions of a Minimum Viable Framework (MVF) 

specification where we do not only identify standards 

and target components but how to integrate them

○ Once alignment on relevant topics within several of the 

ongoing workstreams is achieved, the publication of a 

new version of the DSBA Technology Convergence 

document will be published to incentivize development of 

compliant implementations

https://data-spaces-business-alliance.eu/
https://data-spaces-business-alliance.eu/wp-content/uploads/dlm_uploads/Data-Spaces-Business-Alliance-Technical-Convergence-V2.pdf


Data Spaces Business Alliance (DSBA): joining forces
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DSBA Technology convergence: agile approach

▪ Parallel workstreams launched to address a concrete aspect in depth:
▪ Workstream 1: Incorporation of Decentralized Identifiers (DIDs) and Verifiable 

Credentials / Presentations (VC/VPs) in IAM framework, Trust Anchor services 

aligned with Gaia-X

▪ Workstream 2: Incorporation of IDS Connector functions and support to ODRL for 

access control

▪ Workstream 3: Integration of Federated Marketplace services with Catalog and 

Data Exchange Services as well as Data Publication services

▪ Workstream 4: Incorporation of IDS Connector functions for usage control

▪ …

▪ Agile approach based on delivery of subsequent versions of a Minimum Viable 

Framework (MVF) specification where we do not only identify standards and 

target components but how to integrate them

▪ Once alignment on relevant topics within several of the ongoing workstreams is 

achieved, the publication of a new version of the DSBA Technology 

Convergence document describing the proposed MVF will be published, and 

development of compliant implementations are encouraged
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DSBA Technical Convergence version 2.0

▪ The DSBA Technical Convergence (TC) delivers a Minimum 

Viable Framework (MVF) enabling the creation of data spaces

▪ This MVF is based on the convergence of existing architectures 

and models, leveraging each other’s efforts on specifications 

and implementations. 

▪ A new edition of the DSBA TC (version 2.0) was released on 

April 21st - Major highlights

▪ Description of common vision and conceptual model

▪ Identification of major standards per technology pillar and 

specifications of how they get integrated

▪ Some initiatives committed to follow DSBA technical 

recommendations (others welcome to do the same!): 

▪ FIWARE Data Space Connector

▪ iSHARE Trust Framework

▪ DOME project under Digital Europe Programme
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Data Spaces (functional) Building Blocks



Evolution of Data Space Connector concept

▪ The concept of Data Space Connector has evolved to 

match the idea of an integrated suite of components 

every organization participating in a data space should 

deploy to “connect” to the data space

▪ These components would be deployed and configured in 

controlled environments (e.g., a Kubernetes cluster) and 

implement a number of services which may be required 

for an organization to connect in its role as provider of 

data services, consumer of data services 

or both:
• Authentication (including the interface to trust services)

• Authorization (policy enforcement)

• Connection to Data Exchange APIs 

• Data resources publication (Metadata Management)

• Contract Management

• Logging

• Remote Attestation

• …

▪ The concept of Data Space Connector in IDS RAM 4.0

has evolved to support this vision
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https://github.com/International-Data-Spaces-Association/IDS-RAM_4_0/blob/main/documentation/3_Layers_of_the_Reference_Architecture_Model/3_5_System_Layer/3_5_2_IDS_Connector.md#ids-connector-functionalities


Data Spaces systems 
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Some key concepts: Products, Services, Resources

10

▪ A Participant of the Data Space can play the role of a Provider 

or Customer (or Consumer) of (Data) Products

▪ A (Data) Product is realized as a combination of Services and/or 

Resources:
▪ Services provide access to data or perform processing of data

▪ Resources typically required for the execution of the Services

▪ Products (and corresponding services and resources) are 

provisioned and activated for a particular Customer:
▪ Provision and activation may take days: not all automatically!

▪ Not everything runs on the Cloud: cloud-to-edge products

▪ Example: Air Quality Monitoring Product
▪ Comprises a number of Services (e.g., web portal, REST services 

endpoints, etc) some of which bring access to data (air quality 

measures) or perform processing of data (air quality predictions)

▪ It requires that IoT devices are deployed in the field and some 

computing capacity provisioned on the cloud (resources)



Some key concepts: Products, Services, Resources
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Some key concepts: Verifiable Credentials
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This Photo by Unknown Author is licensed under CC BY

Use the model of physical credentials 

in the digital world

▪ Copy the good things of the physical world

▪ Augment with digital powers

▪ Preserving privacy, decentralisation, scalability

▪ Adapted to the current legal framework, but 

prepared for the future eIDAS2

https://foto.wuestenigel.com/open-wallet-with-plastic-cards-close-up-jpg/
https://creativecommons.org/licenses/by/3.0/


Some key concepts: Verifiable Credentials

▪ VCs will be used to describe participants in 

data spaces 

▪ VCs will be used to describe products offered 

by participants, e.g.:
▪ issued by certification agencies, describing 

compliance with certain regulations (e.g., 

GDPR compliance) recommendations (e.g., 

low carbon emissions) or technical compliance 

(e.g., NGSI-LD compatible interface). 

▪ provided by the own service provider 

describing aspects of the service (e.g., access 

policies, technical standards supported, etc)

▪ VCs will be used to support Attribute Based 

Access Control (ABAC) by the service 

provider:
▪ claims linked to VCs will map to attributes 

(roles) meaningful to assign to service users 

▪ policies will map to rules expressed over those 

claims and other potential environment 

attributes
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What it means acquiring rights to use a product/service?

▪ Organizations that acquire rights to use a 

product (data service):
▪ become trusted issuers of VC including 

claims relevant for data service access

▪ They can issue such VCs for users within 

the organization

▪ Authentication and Authorization is then 

performed at several levels:
▪ Verifying whether participants can be 

trusted (Trust service)
▪ Verifying whether access rights were 

properly acquired (e.g., via some 
marketplace or directly) → whether the 
organization performing the request is a 
trusted issuer of the VCs connected to 
access policies

▪ Verifying that the given VCs presented by 
the requesting application/user allow to 
perform the requested operation
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DSBA Technical Convergence: Conceptual Model 
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DSBA Technical Convergence: Conceptual Model 
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DSBA Technical Convergence: Technology Building Blocks
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Data interoperability

▪ Providers of data products within data spaces must be able to 

offer data services at well defined endpoints knowing that 

customers, unknown by them a priori, will know how to consume 

their data services through those endpoints.

▪ This means that all participants in data spaces should ‘speak the 

same language’, addressing interoperability 

at several levels (see ISO/IEC 21823-1):

• transport and syntactic level → common APIs 

• semantic level → common data models/vocabularies

▪ DSBA proposes NGSI-LD for transfer of digital twin data and 

Dataspace Connector Protocols for the Control of data transfer

▪ Adoption of common data models is encouraged and there are 

multiple references that may consider (ISO/IEC CIM for Energy, 

SHAREF, …) - the Smart Data Models initiative brings a hub that 

solves how different data models are mapped into JSON, JSON-

LD and othe data serialization formats

▪ In some data spaces, it may be necessary to make the data 

sharing process observable - to be addressed in future versions
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https://www.etsi.org/committee/cim
https://smartdatamodels.org/


Data sovereignty and trust

▪ Any data space requires a Trust Framework bringing

• Mechanisms for verifying legal identity

• Mechanisms for verifying compliance with data space participation rules

• Mechanisms for verifying trustworthiness of credential issuers

▪ On the other hand, it requires a decentralized Identity and 

Authorization Management (IAM) framework through which manage 

authentication and the enforcement of access/usage policies

▪ DSBA proposes a decentralized Trust framework compatible with 

the EU DID Wallet Architecture and EBSI

▪ Decentralized IM based on latest W3C and OIDC standards:

• W3C DID (Decentralized Identifiers), Verifiable Credentials (VC)

• Verifiable Credentials Issuance Protocols: OIDC4VCI

• Self-Issued OpenID Provider: SIOPv2

• Verifiable Credentials Exchange Protocols: OIDC4VP

▪ Authorization framework following PEP-PDP-PIP and PRP/PAP 

architecture for ABAC (attributes ⇔ claims in VCs), and adopting 

ODRL as Policy Definition Language
22

https://digital-strategy.ec.europa.eu/en/library/european-digital-identity-wallet-architecture-and-reference-framework
https://ec.europa.eu/digital-building-blocks/wikis/display/EBSIDOC/
https://www.w3.org/TR/did-core/
https://www.w3.org/TR/vc-data-model/
https://openid.net/specs/openid-4-verifiable-credential-issuance-1_0.html
https://openid.net/specs/openid-connect-self-issued-v2-1_0.html
https://openid.net/specs/openid-connect-4-verifiable-presentations-1_0-08.html


Steps
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1.Consumer acquires rights to use Data Service 

by Provider X (e.g., through a marketplace)

2.As a result, Consumer organization is 

registered as trusted issuer of VCs used for 

access control to the Data Service

3.Consumer organization issues proper VCs to 

its end users (e.g., employees, customers)

4.A given end user access the portal through 

which the Data Service API will be invoked 

and select VCs as the form for authentication

5.The portal sends a QR code that the end user 

scans with his mobile device, as a result

6.SIOPv2/OIDC4VP flows take place:
1. the verifier gets contacted, which

2. obtains the list of VCs users should present 

3. and sends a presentation request to the end 

user wallet with info about VCs to present

4. the wallet verifies that the presentation request 

was issued by a trusted participant

5. and sends the requested VCs to present

6. which are verified against trusted issuers lists

7. to create an access token

7.the access token is sent to the end user 

application for the invocation of operations

8.when a request to an operation arrives, the 

PEP plug-in extracts the claims from the VCs 

in the access token, sending them to the PDP

9.the PDP verifies that a user with the given 

claims and under the environment conditions 

translated by the PIP can perform the request

10.if so, it returns ok

11.if ok, the PEP plug-in forwards the request to 

the service API and

12.return results to the requesting application



Data value creation

▪ Creating value out of data based on data sharing is the ultimate 

goal in data spaces.This follows basically the steps to:

• Describe data, services, resources, products, offerings in an 

interoperable manner

• Include data and service publication services to discover offerings 

facilitating connection of providers and consumers

• Support contract negotiation peer-to-peer or through value–added 

services such as marketplaces

▪ Providers will be able to self-issue Verifiable Credentials linked 

to descriptions of their products/services/resources/data → goal 

is to align on common specifications for future editions

▪ Descriptions will be available through catalogs at connector level 

(supporting DCAT v3) or at data space level (Metadata Brokers 

or Marketplaces)

▪ TM Forum APIs bring the basis for managing offerings and 

support contract negotiation via marketplaces → goal is to align 

on how to support them at connector level
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https://www.w3.org/TR/vocab-dcat-3/
https://www.tmforum.org/oda/open-apis/table


Compliance of Data Space Connectors with DSBA recommendations

▪ Aligning with DSBA recommendations would have 

several implications:

• Authentication should be based on W3C DID + VC/VP 

standards and SIOPv2/OIDC4VP protocols and implement 

the connection to trust services

• Authorization should implement a  P*P architecture 

implementing ABAC using ODRL as policy language

• Compatibility with NGSI-LD as data exchange API

▪ How to implement Contract Management is under 

analysis since there are two aspects to reconcile:

• In principle, TM Forum APIs would be a good candidate for 

Contract Management API 

• There has been some initial work in IDS RAM 4.0 regarding 

specification of a Contract Negotiation protocol
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Conclusions and next steps

▪ High-level vision and design principles are important but we 

need to achieve concreteness to make data spaces happen!

▪ That is why the DSBA Technology Convergence work will 

continue
▪ The Discussion Paper will be updated and new versions will be 

created based on the results of the Workstreams

▪ The Data Space Support Center CSA and rest of DS CSAs are 

encouraged to use the results and may contribute to this work

▪ Some concrete topics are in current focus:
▪ Details about products, services, resources, data descriptions 

and how to map them into Verifiable Credentials

▪ Support to TM Forum APIs at connector level for peer-to-peer 

contract negotiation

▪ Further development of some concepts: Observability, 

Vocabulary Hubs, Metadata Broker functions, …
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https://data-spaces-business-alliance.eu/wp-content/uploads/dlm_uploads/Data-Spaces-Business-Alliance-Technical-Convergence-V2.pdf


Thank you!



GAIA X – TECNOLOGÍA
Javier Esteve (Oficina del Dato)

21 de septiembre de 2023 - Greencities

















Gracias
https://www.gaiax.es

Si estás interesado en ser miembro de
Gaia-X Spain, ponte en contacto con
nosotros escribiendo un correo
electrónico a:

administracion@gaiax-spain.com

https://www.gaiax.es/
mailto:secretaria@gaiax-spain.com


FIWARE Data Space Connector

Juanjo Hierro

CTO

FIWARE Foundation
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Evolution of Data Space Connector concept

▪ The concept of Data Space Connector has evolved to 

match the idea of an integrated suite of components 

every organization participating in a data space should 

deploy to “connect” to the data space

▪ These components would be deployed and configured in 

controlled environments (e.g., a Kubernetes cluster) and 

implement a number of services which may be required 

for an organization to connect in its role as provider of 

data services, consumer of data services 

or both:
• Authentication (including the interface to trust services)

• Authorization (policy enforcement)

• Connection to Data Exchange APIs 

• Data resources publication (Metadata Management)

• Contract Management

• Logging

• Remote Attestation

• …

▪ The concept of Data Space Connector in IDS RAM 4.0

has evolved to support this vision

https://github.com/International-Data-Spaces-Association/IDS-RAM_4_0/blob/main/documentation/3_Layers_of_the_Reference_Architecture_Model/3_5_System_Layer/3_5_2_IDS_Connector.md#ids-connector-functionalities


Data Spaces systems 
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Compliance of Data Space Connectors with DSBA 

recommendations

▪ Aligning with DSBA recommendations would have 

several implications:

• Interface with Trust Services should align with EBSI 

specifications (DID-Registry, Trusted-Issuers-Registry APIs 

but extended to support authentication based on VCs)

• Authentication should be based on W3C DID + VC/VP 

standards and SIOPv2/OIDC4VP protocols and implement 

the connection to trust services

• Authorization should implement a  P*P architecture 

implementing ABAC using ODRL as policy language

• Compatibility with NGSI-LD as data exchange API

▪ How to implement Contract Management is under 

analysis since there are two approaches to reconcile:

• In principle, TM Forum APIs would be a good candidate for 

Contract Management API 

• There has been some initial work in IDS RAM 4.0 

regarding specification of a Contract Management protocol



FIWARE Data Space Connector

▪ A first release of FIWARE Data Space Connector components together 

with recipes for their deployment has been released on the basis of 

combining the following components which already align with DSBA TC 

recommendations:

• Context Broker technology for Data Exchange/Transfer

• Trust and IAM components implementing W3C DID + VC/VP standards, 

SIOPv2/OIDC4VP protocols and interface to trust services based on 

extended EBSI APIs (DID-registry, Trusted Issuers Registry)

• BAE modules implementing TM Forum APIs for contract negotiation

▪ For future releases, following modules will be incorporated:

• Personal Data Consent Management modules (based on CaPE product 

from Engineering).

• Idra product from Engineering as DCAT-compliant data resources catalog 

function for Metadata Management 

• logging modules based on either BAE/marketplace functions for logging or, 

if we want to rely on blockchain, Cannis Major

▪ The FIWARE Data Space Connector will be the best aligned with DSBA 

recommendations available in the market
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https://github.com/FIWARE/data-space-connector



Onboarding of an organization in the data space
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▪ The organization validates that the VC containing its description as 

organization is compliant with Gaia-X specifications using the services of a 

Gaia-X Digital Clearing House (GXDCH) - as a result, a VC is issued by the 

GXDCH (steps 1-2). That VC will end stored in the wallet of the LEAR either 

as part of the same process (once the GXDCH implements the OIDC4VCI) 

or via an issuer of VCs that exists inside the organization (step 3)

▪ The API for registering the organization is inspired in the DID-Registry API 

defined by EBSI but extending it to allow: 
• creation, update and deletion of entries beyond read(ing) of entries

• authentication with VCs (including the VC issued by a GXDCH)

▪ Using an onboarding application (or a web portal) the organization’s LEAR 

requests the authentication into the Participant Lists service which ultimately 

translates into a request to the Verifier (step 4-6)
• a page is accessed where a QR for authentication is displayed (step 4)

• the QR code is scanned through the wallet (step 5) which translates 

• into a request to the verifier (step 6)

▪ The verifier checks in the PRP/PAP what VCs it has to request to the wallet 

(step 7). In principle it will find the following VCs to be requested: a) the 

LEAR VC accrediting the user as LEAR of the organization, b) the VC 

containing the description of the organization, and c) the VC issued by some 

GXDCH acredditing that the previous VC is Gaia-X compliant

▪ The verifier responds to the previous request sending a VP request to the 

wallet which responds with the requested VCs (steps 8-9)

▪ The verifier checks that the LEAR VC has been signed using proper eIDAS 

certificates and that the GXDCH VC has been issued by a trusted GXDCH 

(step 10). It finally produces an access token (steps 11-12) which the 

onboarding application can then use to invoke the EBSI DID-Registry+ API 

in order to register the organization as data space participant (step 13)



Consumer registration at Connector Level using TM Forum APIs
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▪ Using a contracting app (or a web portal), a LEAR 

of the consumer organization will request 

authentication into the connector of the service 

provider (steps 1-3 involving scanning of QR code 

using the wallet)

▪ The Verifier will request from the user’s wallet a VC 

that acredits him/her as LEAR of the organization, 

eventually other VCs (steps 4-5). The wallet will 

check whether the verifier belongs to a participant 

in the data space (step 6) and return the requested 

VCs (step 7)

▪ The Verifier checks whether the LEAR’s VC was 

issued by a trusted participant of the data space 

(step 8), and also checks whether other VCs 

required were issued by trusted issuers (step 9) 

▪ If verifications were ok, it issues a token (step 10) 

that is transmitted to the user (step 11)

▪ Using the returned token, the user invokes TM 

Forum API to register the consumer organization at 

the Connector (steps 12-17) establishing the 

necessary access control (steps 12-14)

▪ Once the organization is registered and fulfills all 

the necessary information (which may take some 

time), the organization is registered in the local 

trusted issuers list as trusted issuer of VCs which 

include claims as buyer of products in the connector 

(step 18) 



Contract Management at Connector Level using TM Forum APIs
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▪ A LEAR of the consumer organization will start 

authentication into the contract negotiation module of 

the connector of a service provider (steps 1-3 

involving scanning of QR code using the wallet)

▪ The Verifier will request to the user (via his/her wallet) 

for VCs that acredit a) the user is a LEAR of the 

organization, b) (s)he owns credentials connected to 

roles meaningful for contract negotiation that the 

organization issued to the user and c) some other 

VCs (steps 4-5). The wallet will check that the verifier 

belongs to a participant in the data space (step 6) and 

return the requested VCs (step 7)

▪ The Verifier checks whether the LEAR’s VC was 

issued by a trusted participant of the data space (step 

8), and rest of VCs required were issued by trusted 

issuers (step 9). Note that the VC for accessing 

contract negotiation functions requires that the 

organization were previously registered in the 

contract negotiation module, otherwise it will not be 

found in local trusted issuers registry

▪ If verifications were ok, it issues a token (step 10) that 

is transmitted to the user (step 11) 

▪ Using the returned token, the user invokes TM Forum 

API to perform operations on the contract negotiation 

module (steps 12-17) establishing the necessary 

access control (steps 12-14)

▪ Once the organization is registered and fulfills all the 

necessary information (which may take some time), 

the organization is registered as trusted issuer of VCs 

which include claims as valid user of products 

accessible via the connector (step 18) 



Interaction once procurement has been completed (user involved)
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▪ A user of the product (employee or customer of the 

consumer oganization that was issued a VC in step 0 

that acredits him/her as user playing a role relevant 

to the business logic of the product) request 

authentication in the connector (steps 1-3 involving 

scanning of QR code using the wallet)

▪ The Verifier will request to the user (via his/her 

wallet) for VCs that acredit a) the user owns 

credentials connected to roles meaningful for the 

given product/application and b) some other VCs 

(steps 4-5). The wallet will check that the verifier 

belongs to a participant in the data space (step 6) 

and return the requested VCs (step 7)

▪ Verifier verifies whether the VC was issued by an 

organization that a) is a trusted participant of the data 

space (step 8) and b) is a trusted issuer of the VCs 

meaningful for the application (that is, VCs only 

organizations that ordered the product can issue), 

also checks whether other VCs required were issued 

by trusted issuers (steps 9) 

▪ If verifications were ok, it issues a token (step 10) 

that is transmitted to the user (step 11) 

▪ Using the returned token, the user invokes services 

of the product (step 12)

▪ The PEP proxy will verify whether a user with the 

claims (attributes) included in the VCs extracted from 

the token is authorized to perform the given request 

(steps 13-15)

▪ If authorization is ok, the request is forwarded (step 

16) and a response returned to the user (step 17)



Interaction once procurement has been completed (M2M)
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▪ An application from the consumer organization that 

acquired rights to use a product requests its 

authentication in the connector (steps 1)

▪ The Verifier will request to the application for VCs 

that acredit a) the application owns credentials 

connected to roles meaningful for the given 

product/application and b) some other VCs (steps 2-

3). The wallet will check that the verifier belongs to a 

participant in the data space (step 4) and returns the 

requested VCs (step 5)

▪ Verifier verifies whether the VC was issued by an 

organization that is a trusted participant of the data 

space (step 6) and is a trusted issuer of the VCs 

meaningful for the application (that is, VCs that only 

organizations that ordered the product can issue), 

also checks whether other VCs required were issued 

by trusted issuers (steps 7) 

▪ If verifications were ok, it issues a token that is 

transmitted to the application (steps 8)

▪ Using the returned token, the application invokes 

services of the product (step 9)

▪ The PEP proxy will verify whether the application with 

the claims (attributes) included in the VCs extracted 

from the token is authorized to perform the given 

request (steps 10-12)

▪ If authorization is ok, the request is forwarded (step 

13) and a response returned to the app (step 14)



DSBA-compliant FIWARE Data Space Connector
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http://fiware.org

Follow @FIWARE on Twitter

Sounds nice?  - Contact us!

Juanjo Hierro

FIWARE Foundation CTO

juanjose.hierro@fiware.org
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PROXIMOS PASOS
RADIOGRAFÍAS SECTORIALES



GRUPOS DE TRABAJO

Agroalimentario Industria

Turismo Movilidad

Salud Comercio

Tecnologías 
habilitadoras

Sostenibilidad 
social y ética

Legal



METAS

Afianzar la economía del dato en España

Posicionar al Hub español como punto de 

referencia nacional e internacional en el 

fomento de la economía del dato, innovando la 

tecnología en el ámbito de la  nube y la IA, e 

impulsando redes colaborativas entre actores 

tanto de sector público como del privado, dentro 

y fuera de España favoreciendo su 

permeabilidad

Realización de estudios en el ámbito 

de la economía del dato,

buscando la caracterización de los 

diferentes ecosistemas sectoriales de 

compartición y explotación de dato, 

como germen para la creación y 

promoción de nuevos casos de uso.

Difusión, promoción, concienciación 

y formación 

en torno al dato conforme a los valores 

Gaia-X (federado, seguro, y soberano), 

generando comunidad mediante 

documentación técnico-funcional, 

jornadas de impulso, y diferentes 

programas formativos

La generación de pilotos 

demostradores 

tecnológicos, el desarrollo de entornos de 

experimentación y la puesta en marcha de 

un nodo Gaia-X Digital Clearing House son 

algunos de nuestros retos.

GAIA-X España



PROXIMOS PASOS

Proyectos

PoC

Radio

grafía



RADIOGRAFÍAS

• Incentivos

• Promoción

• Comprensión

• Colaboración

• Tecnología

• Cooperación

• Organización

• Personal

• Post-viaje

• Estrategia

• Sostenibilidad

• Calidad

Destino Turista

Administración 

pública

Servicios

turísticos



PROXIMOS PASOS

Proyectos

PoC

Radio

grafía

▪ Pequeños demostradores de un caso de uso que sirvan de semilla
para proyectos posteriores

▪ Sin financiación externa
▪ Cualquier tecnología de demostración con preferencia demostrador

Gaia X



PROXIMOS PASOS

Proyectos

PoC

Radio

grafía▪ Construcción de grandes
proyectos que sirvan de 
lighthouse posterior o puedan
ir a una convocatoria

▪ Idealmente que surja de la 
Semilla del PoC



ACTIVIDADES

EVENTOS

PROMOCIÓN

PROYECTOS

COLABORACIÓN

SOPORTE 
TÉCNICO

HACKATON

DEMOSTRADOR



TURISMO: RADIOGRAFÍA

• Incentivos

• Promoción

• Comprensión

• Colaboración

• Tecnología

• Cooperación

• Organización

• Personal

• Post-viaje

• Estrategia

• Sostenibilidad

• Calidad

Destino Turista

Administración 

pública

Servicios

turísticos



PROXIMOS PASOS
Ecosistema 

diverso

Combinar 

B2B

C2B

G2B

Micropymes 
vs 

Grandes 
empresas

Falta de 
modelos 
de datos

Falta de 
confianza

Falta de 
inter-

operabilidad



INDUSTRIA



INDUSTRIA: RETOS



MOVILIDAD



SALUD



AGROALIMENTARIO



Gracias
https://www.gaiax.es

Si estás interesado en ser miembro de
Gaia-X Spain, ponte en contacto con
nosotros escribiendo un correo
electrónico a:

administracion@gaiax-spain.com

https://www.gaiax.es/
mailto:secretaria@gaiax-spain.com
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